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SecuAvail Launches Affordable” AI-SOC “for FortiGate —Starting  

at JPY 9,800/Month 

 
IT security specialist SecuAvail Inc. (Headquarters: Kita-ku, Osaka; President & CEO: Masaomi Yoneima; TSE 

Growth: 3042, hereafter “SecuAvail”) will launch “AI-SOC for FortiGate” on December 1. 

This new SOC service is specifically designed for small-scale networks using FortiGate, one of the industry’s 

leading firewall product lines. The service leverages SecuAvail’s 25 years of SOC-operation expertise together 

with AI-based log analysis technology developed by its group company, LogStare Inc. 

 

In today’s business environment, regardless of organizational size, the use of cloud services for business 

applications and interconnection across supply chain networks has become indispensable. At the same time, 

ransomware attacks and other security incidents are occurring with increasing frequency, causing significant 

damage through information leaks and operational disruptions. 

 

However, many small and medium-sized enterprises, as well as medical clinics, lack dedicated IT or security 

personnel and are forced to rely heavily on external vendors. As a result, they often have insufficient understanding 

and oversight of their own network environments. For most of these organizations, security operations such as 

preventing external intrusions, addressing insider misuse, and responding to system vulnerabilities tend to lag 

behind, leaving them exposed to serious risks. 

 

SecuAvail will begin offering AI-SOC for FortiGate on December 1, 2025. This new service inherits SecuAvail’s 

25 years of expertise, achievements, and know-how in SOC operations—including its LogStare software platform, 

log analysis, and alert management—and integrates them into AI to deliver advanced security operations for 

FortiGate environments. 

 

SecuAvail will leverage its extensive know-how accumulated through years of SOC operations with FortiGate, 

together with the AI capabilities of LogStare, to provide the service at the affordable monthly price of ¥9,800. The 

solution analyzes all communications on FortiGate, detecting and alerting against risks such as unauthorized external 

access and internal misuse that could lead to information leaks. In addition, optional support for FortiGate OS version 

upgrades will also be offered. 

 

 

 

 

 

 

 

 

 

 

 

 
 

 

 

 

 

Note: This document has been translated from the Japanese original for reference purposes only. In the event of any discrepancy 

between this translated document and the Japanese original, the original shall prevail. 

【Service Overview Diagram】 

 
Syslog 



 

 This “AI-SOC for FortiGate” service leverages SecuAvail’s long-standing SOC operational expertise and 

infrastructure to deliver the following benefits: 

 

1) Highly Affordable – Starting at just ¥9,800 per month (approx. USD 65) 

2) 24/7/365 Monitoring of FortiGate devices 

3) Log Collection and Storage via Internet 

4) AI-Powered Log Analysis with real-time security alerts 

5) Monthly Security Reports 

6) Log Investigation Portal (optional) 

7) Long-Term Log Storage (optional) 

8) FortiOS Version Upgrade Service (optional) 

 

The service is available for the FortiGate 30, 40, and 50 series, and in addition to direct sales to end users, 

SecuAvail is actively seeking sales partners to expand its reach. 

 

Leveraging its experience as a security service provider and utilizing the AI capabilities of its group product, 

LogStare, SecuAvail will continue to offer the AI-SOC series at a highly affordable price for organizations that do 

not have dedicated IT system security administrators. 

 

---------------------------------------------------------------------------------------------------------- 

About SecuAvail Inc. 

Founded in 2001, SecuAvail Inc. is one of the few Japan-based companies exclusively dedicated to network 

security, offering long-term operational support for corporate and organizational information systems. To ensure 

robust system security and uninterrupted business continuity, the company provides services that are both highly 

secure and practically applicable. 

For over two decades, SecuAvail has offered NetStare, an integrated security operations service that uniquely 

combines the capabilities of both a Security Operation Center (SOC) and a Network Operation Center (NOC). 

Through NetStare, the company monitors more than 11,000 client network devices in real time, collecting 

approximately 2.5 billion log entries per day. This enables rapid detection of equipment failures, communication 

outages, and cyberattacks—24 hours a day, 365 days a year. 

 

To learn more, please visit: https://www.secuavail.com 

--------------------------- 

About the LogStare   

The next-generation managed security platform LogStare is a SaaS-based log analysis and security operations 

platform independently developed by LogStare Inc. under the supervision of its parent company, SecuAvail Inc., 

which has provided SOC services since its founding in 2001. Designed as a fully domestic solution, LogStare Inc. 

supports all types of IT products, from cloud to on-premises environments, by centrally managing logs and 

monitoring data generated within enterprises. It enables comprehensive system support through daily network 

monitoring, root-cause analysis in the event of incidents, and AI-driven predictive insights, thereby helping 

organizations operate their IT systems more securely and efficiently. 

 

 

Trademarks 
Company names and product names mentioned herein are trademarks or registered trademarks of their respective 

owners. 

 

For inquiries regarding this press release: 

SecuAvail Inc. – Customer Support Center 

TEL: +81-3-4405-6128 

Email: contact@gr.secuavail.com 

 

For IR Inquiries (other than the content of this press release) 

SecuAvail Inc. – Corporate Planning Division, Attn: Mr. Hayashi 

Urban Ace Higashi-Tenma Building, 1-1-19 Higashi-Tenma, Kita-ku, Osaka 

TEL: +81-6-6136-0026 

 

---------- 
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【Explanation of Terms】 

 

・FortiGate 

FortiGate, developed by Fortinet Inc., a leading U.S.-based cybersecurity company, is a next-generation security 

appliance (firewall) designed to safeguard enterprise networks. According to Fortinet’s official announcement, 

FortiGate commands over 50% of the global market share in terms of units shipped, underscoring its position as the 

industry’s most widely deployed firewall solution. Installed between the internet and internal networks, FortiGate 

serves as a trusted security gateway, delivering comprehensive protection and ensuring the resilience of corporate IT 

infrastructures. 

 

FortiOS is the dedicated operating system used in the FortiGate series. It is designed by Fortinet to provide the 

core functions and security features that power FortiGate firewalls. 

 

・Ransomware Attack 

 An attack in which unauthorized encryption is applied to files within a compromised system, followed by demands 

for ransom to restore access or threats to disclose confidential information. 


